
MEMORANDUM FOR All State TTAD Managers                                   
 
SUBJECT:  Temporary Tour of Active Duty  (TTAD) Tour Request –Watch Officers  
 
1. Reference AR 135-200, chapter 6. 
 
2. Request temporary tour of active duty for a CPT or MAJ. 
 

a. Sponsor Unit: Defense Information Systems Agency (DISA), 701 South Courthouse 
Road, Arlington, VA 22204, Signal Corps 

 
b. Duty Location: Various DISA CONUS and OCONUS locations.  

 
c. Immediate Supervisor: To be determined based on duty and location. 

 
d. Tour Dates: Start TBD; End TBD.  Length of tour: 179 days. 

 
e. Field Conditions: No field conditions. 

 
f. Per-Diem: May be authorized. 

 
g. Billeting: Quarters will be available, if not a statement of non-availability will be 

provided. 
 

h. OHA:  None authorized. 
 

i. Rations:  Government rations unavailable. 
 

j. Travel:  Sponsor will pay travel costs. 
 

k. Dependent Travel Authorized: No shipment of family members or household goods 
authorized. 

 
l. Rental Car: May be authorized. 

 
m. COLA:  no COLA authorized. 

 
3. Soldier qualifications: 
 

a. Be a branch qualified 25.  Prior assignment to a DISA ROSC, GNOSC or strategic 
GIG facility within the last three years is highly desirable.  

 
b. Experience: Computer networking experience.   

 



MEMORANDUM FOR All State TTAD Managers 
SUBJECT:  Temporary Tour of Active Duty (TTAD) Request 
 
 

c. Skills/qualifications required: Familiarity with ATM protocols is desirable.   
Networking experience, preferred experience in IDNX, NIPR Net/SIPR Net and 
CERT.    

 
d. Minimum military and civilian education required: Advanced Course required.  

CAS3 preferred.  Bachelor’s degree required.  Masters preferred. 
 

e. Security clearance required: SECRET.  MUST be able to obtain an interim Top 
Secret prior to accepting the position.   

  
4. Project justification:  
 
The project to be completed is a real world operational mission is in support of the increased 
Force Protection THREATCON level.  Recent world events make it necessary for the Defense 
Information Systems Agency (DISA) to enhance its current capability in support operations 
around the world.  In order to accomplish this major undertaking it is critical that we have the 
support of the entire force. 
 
This mission requires monitoring and status collection of all strategic communications that 
directly supports the Global War on Terrorism.  This requirement has developed and must be in 
place to protect specific data and create Information Security throughout the world.The need for 
this project was created due to the requirement for increased Force Protection THREATCON for 
operations in CONUS and OCONUS and will provide 24/7 network operations support. 

 
The project is vital to the function of this office and for the following reason(s):  The DISA 
Global Network Operations and Security Centers (GNOSC) tailors, monitors, directs, and 
integrates elements of the Global Information Gig (GIG) in support of the Combatant 
Commanders and other component forces.   
 
5. Point of contact for this request is the Joint Reserve Components Program Office at (877) 
541-4036. 
 
 
 
 
        KEVIN O’BRIEN 

Program Manager for 
    Reserve Operations   
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